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Base@TheReed – Confidentiality and Data Protection Policy

At Base@theReed, the safety of our members is paramount and we have a duty of care to them and are committed to providing a safe environment for young people, in addition to our staff and volunteers. We recognise that trust is essential for good youth work and is the foundation for all positive relationships at Base, and maintaining confidence is an integral part of building this trust between young people, staff, volunteers and the organisation and this will be respected at all times, apart from where it involves a risk to the safety of one of our members/young people. 
In addition, the Data Protection Act places an obligation on all organisations to implement the 8 guiding principles when obtaining, handling and storing personal information. 

We therefore state:

Base Members / Young People: 
We are committed to ensuring that young people can share information with youth workers in a safe and confidential manner.

Young people can expect that any information they give to a staff member or volunteer is treated as sensitive and confidential and will not be shared outside of the base staff team unless: 

· The staff member or volunteer, in line with our safeguarding policy and procedure ,has reason to believe or has observed or has been told that the young person, or another young person, is in any danger or is being harmed or at risk of being harmed or a risk to themselves or others. 

· In this case the young person will be told that the information has to be shared with the appropriate agencies, provided with appropriate 121 support, safety and protection, and encouraged to agree with this.

· The young person discloses that they are involved, or plan to become involved in acts of terrorism or criminal activity.  

Base Staff & Volunteers:

All workers at Base@theReed are expected to uphold the organisations commitment to confidentiality. This means that staff and volunteers are expected to:

Keep membership records, session evaluations and other files and documents stored in a safe and secure manner, in line with organisational GDPR standards.

· For physical paperwork, store in locked storage room in The Reed staff room. Consult Conor or Jada if unsure on the procedure or location

· For digital paperwork, scan and shred the physical copy, then store on the Octavia network private shared drive (S:\Foundation\Current Projects\Youth Programme\Base). Consult Conor or Jada if unsure of the procedure or exact locations.

Not discuss any information given by a young person in confidence to another young person or non-Base staff member, unless they have a child protection concern or the young person gives their permission. If discussing with Base staff, it is to be done in private away from any session or group, or in the session debrief when young people have gone home.
Inform a young person when information cannot be kept confidential (e.g. a safeguarding/child protection concern) and never agree to keep any disclosure secret which may compromise the child’s wellbeing.
Inform a young person if we need to pass on any information disclosed to someone else (child protection or support agency or parents), and assure them this will only be done where there is a concern about their safety and no immediate risk is posed by sharing the information.

Encourage a young person to talk to other people (e.g. parents or guardians) or professionals only where they feel it would be in the young person's interest and would not place the young person at risk
Staff & Volunteers can expect that the organisation will:

Provide them with a suitable means for storing confidential documents at The Reed
Ensure that their own information (e.g. medical or emergency contact information) is stored securely in our staff database and by HR, and is kept confidential and only seen by colleagues in relation to their role.
Safely destroy personal information when the worker ceases to work for the organisation.
Take disciplinary action where the Confidentiality Policy is not upheld (unless due to child protection concerns or a court order has been issued)
For full information on confidentiality relating to staff and volunteers, please see the Octavia organisations confidentiality policy (Contact Conor or Jada for a copy) 
Parents/Guardians:
Parents/Guardians of young people attending Base@theReed, can expect that the personal information they provide (e.g. address, medical information, contact information) will:

Be kept in a confidential manner (physically and digitally), with appropriate security measures in place and only used for safeguarding purposes and those outlined in the consent form and privacy policy in the membership pack.
Enable us to ensure that parents and members receive information from the club that is necessary e.g.  texts, letters and emails regarding information about programme updates, key information and changes and additional consent where required (e.g. Holiday programme trips etc.).

Not be sold

For full information about how we manage any data or information about our members, please read the membership pack consent form and privacy notice. Please request one if you need a new copy
CONTACTS – Who is responsible for handling our data
· Conor Lynch – Youth Programme Manager – 07985692369 – conor.lynch@octaviafoundation.org.uk
· Jada Eduvie – Creative Youth Work Assistant – 07960665563 – jada.eduvie@octaviafoundation.org.uk
If you have any questions about any aspect of this document or are unsure about any detail, please speak to Conor Lynch

This document is next due for review in:  December 2020
